
ALL COVERED CLOUD 
DISASTER RECOVERY AS A SERVICE
The All Covered Disaster Recovery as a Service (DRaaS) provides a complete hosted disaster recovery solution and program for institutions running in 

the All Covered Cloud — protecting all servers in the environment and ensuring maximum availability and compliance. 
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Disaster Recover as a Service (DRaaS) has become increasingly popular as many institutions are looking 

to enhance their cyber-resiliency and data protection policies. A few of the top benefits for implementing 

DRaaS are:

•  Reduction in disaster recovery costs

•  Reduction in plan complexity

•  Less IT resources spent on disaster recovery efforts

•  A holistic and comprehensive approach to DR

All Covered replicates snapshots to a designated secondary All Covered Cloud location every 4 hours so  

that an organization’s systems can be recovered using an automated process. For example, if production 

VMs are located in our Chandler, AZ facility and DRaaS is implemented, then in the event there is a disaster 

at the Chandler, AZ facility, resources will be made available in the Aurora, IL facility to automatically recover 

all VMs from these replicated snapshots.  The Recovery Point Objective (RPO) for our DRaaS offering is 4 

hours.  The Recovery Time Objective (RTO) is best-effort.
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